
 

 

Course Code: EITS - 113                           

Course Title: Computer Networking- II 

Number of Credits: 03          Total Hours: 42                Total Marks: 75 

Prerequisites for the course 

Students should know the concepts taught in Computer Networking- I 

Objectives of Course 

1. To introduce the basics of computer networking– concepts, theory 

2. To Identify different network components and tools 

3. To know techniques of crimping and punching 

4. To understand basics of OSI and TCP/IP Model 

5. To understand the basic home appliances 

Course Content 

Unit I Components of the Computer Network 4 Hours 

Identify various Network tools: Wire crimper, Wire Map Testers, Multifunction Cable Tester, LAN Tester, Tone 

Generator etc. Identify various Network devices: Switch (Normal and Managed), Router(Normal and wireless), 

Rack, Patch Panel, I/o box, Access Point etc. Understand the Layout of network on your lab and campus.  

Unit II Networking Cables  10 Hours 

Network cable Types and specifications. UTP Cables : Electrical and Mechanical Properties, Construction, colour 

codes Applications, Patch Cords 

Unit III Crimping & Punching 8 Hours 

Communication Media and Connectors – Unshielded twisted-pair (UTP), shielded twisted-pair (STP), Fibre 

Optic and coaxial cable: RJ-45, RJ-11, BNC. Understanding colour codes of CAT5 cable. 568A and 568B 

convention. Network Cabling : Crimping and punching 

Unit V Configuration of Data communication equipment 10 Hours 

Network Components: Modems, Firewall, Hubs, Bridges, Routers, Gateways, Repeaters, Transceivers, Switches, 

Access point, etc. Types, functions, advantages and applications of Network Component. Layer 2 manage switch 

configuration and use it on network, Latest configurations. Understand the use of Network simulation software 

and the process of use it. 

Unit VI Basic Home Network Hardware Components, Devices and 

Services 

10 Hours 

Modem, dongle, Broadband, Home Switch, Home Router, Home Router with Landline, Repeater, Firewall and 

NAT Router, Combination of various devices, WAP, PoE Injector 

Pedagogy 

Lectures/Tutorial/Assignments 

Course Outcome 

On completion of the course, students will be able to: 

1. Identify different network components and tools 

2. Understand techniques of crimping and punching 

3. Understand basics of OSI and TCP/IP Model 

4. Know the basic Home Network appliances 
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